
How to update changes in Posit Cloud to the same 
GitHub repository



Storing new changes back into GitHub

There are three steps:

1. Stage 
2. Commit - add a message to record what you just did.
3. Push - replace/add the updated files into the GitHub repository.

Caveat:

You need a PAT (Personal Access Tokens, or a GitHub-generated password) to 
verify your identity and push the files.



Storing new changes back into GitHub

Getting a PAT*

Step 1: Go to https://github.com/settings/tokens

Step 2: Choose “Generate new token” and “Generate new token (classic)”

*If you have previously generated a PAT, you can skip this step.

https://github.com/settings/tokens


Storing new changes back into GitHub

Getting a PAT*5

Step 3: Write a Note

Step 4: Change Expiration to 90 days

Step 5: Check repo, user, and project and 
Click Generate Token

Step 6: Store the token in a secure location, 
such as lastpass.com

*If you have previously generated a PAT, you 
can skip this step.
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Storing new changes back into GitHub

Step 7: Go to the Git tab.

Step 8: Check all files that have been saved. This is the stage process.

Step 9: Click Commit.
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Storing new changes back into GitHub

Step 10: Write a Commit message to briefly describe what you did. Click Commit.

Step 11: Click Push.
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Storing new changes back into GitHub

Step 12: Type your GitHub username

Step 13: Insert the newly generated PAT as your password.

A message similar to the one shown below means that you have successfully 
push your file in GitHub. 



Storing new changes back into GitHub

Step 14: Remember to close your Posit Cloud tab.

Step 15: Check if  your GitHub repository has been updated.


